Preemption Background and Guide

The HIPAA Privacy, Security, Breach Notification and Enforcement Rules do not preempt (or replace) all state laws. Preemption is a concept or rule of law that allows the federal government to pass legislation that replaces, or preempts, state laws on a similar topic. Congress could have used total preemption to replace all state laws that relate to the privacy and security of health information. Instead, Congress chose to only draft the HIPAA as a federal privacy and security minimum standard which allows state legislatures the ability to continue to enact more stringent state laws. As a result, the state must go through a preemption analysis to determine whether state laws are preempted by the HIPAA. The preemption provision under the HIPAA is generally set forth under 45 C.F.R. 160.202 (Definitions), 160.203 (General Rule and Exceptions), and 160.204 (Process for Requesting Exception Determinations).

The general rule with regard to the HIPAA preemption is that a requirement or standard under HIPAA preempts any contrary provision of state law. This requires an evaluation of both the federal and state law to determine whether a covered entity can satisfy or comply with both laws. If the covered entity cannot satisfy both the contrary state law and HIPAA, then the state law is generally preempted, unless an exception applies.

Below is additional information including FAQs issued by the Office of Civil Rights on preemption along with a flow sheet that will be valuable to assist you in further understanding the preemption analysis process.

Preemption Frequently Asked Questions

The Office of Civil Rights, Health Information Privacy section includes a Frequently Asked Question webpage in response to various HIPAA privacy and security related questions. There are a number of FAQs provided by the Office of Civil Rights responding to various questions related to the issue of state law preemption under HIPAA. These FAQs are valuable in helping to understand how the preemption process works and the analysis one must do when confronted with a state law that may be contrary to the HIPAA privacy and security rule.
Below are a few select FAQs on the topic of preemption. You can also search for these or others related to preemption or other issues involving HIPAA at the Office of Civil Rights, Health Information Privacy section.

**Question:** Does the HIPAA Privacy Rule preempt State laws?


**Answer:** The HIPAA Privacy Rule provides a Federal floor of privacy protections for individuals' individually identifiable health information where that information is held by a covered entity or by a business associate of the covered entity. State laws that are contrary to the Privacy Rule are preempted by the Federal requirements, unless a specific exception applies. These exceptions include if the State law:

1. relates to the privacy of individually identifiable health information and provides greater privacy protections or privacy rights with respect to such information;
2. provides for the reporting of disease or injury, child abuse, birth, or death, or for public health surveillance, investigation, or intervention; or
3. requires certain health plan reporting, such as for management or financial audits. In these circumstances, a covered entity is not required to comply with a contrary provision of the Privacy Rule.

In addition, the Department of Health and Human Services (HHS) may, upon specific request from a State or other entity or person, determine that a provision of State law which is "contrary" to the Federal requirements – as defined by the HIPAA Administrative Simplification Rules – and which meets certain additional criteria, will not be preempted by the Federal requirements. Thus, preemption of a contrary State law will not occur if the Secretary or designated HHS official determines, in response to a request, that one of the following criteria apply: the State law:

1. is necessary to prevent fraud and abuse related to the provision of or payment for health care;
2. is necessary to ensure appropriate State regulation of insurance and health plans to the extent expressly authorized by statute or regulation;
3. is necessary for State reporting on health care delivery or costs;
4. is necessary for purposes of serving a compelling public health, safety, or welfare need, and, if a Privacy Rule provision is at issue, if the Secretary determines that the intrusion into privacy is warranted when balanced against the need to be served; or

5. has as its principal purpose the regulation of the manufacture, registration, distribution, dispensing, or other control of any controlled substances (as defined in 21 U.S.C. 802), or that is deemed a controlled substance by State law.

It is important to recognize that only State laws that are "contrary" to the Federal requirements are eligible for an exemption determination. As defined by the Administrative Simplification Rules, contrary means that it would be impossible for a covered entity to comply with both the State and Federal requirements, or that the provision of State law is an obstacle to accomplishing the full purposes and objectives of the Administrative Simplification provisions of HIPAA. See 45 C.F.R. Part 160, Subpart B, for specific requirements related to preemption of State law.

Date Created: 03/12/2003
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**Question:** How do I know if a State law is "contrary" to the HIPAA Privacy Rule?


**Answer:** A State law is "contrary" to the HIPAA Privacy Rule if it would be impossible for a covered entity to comply with both the State law and the Federal Privacy Rule requirements, or if the State law is an obstacle to accomplishing the full purposes and objectives of the Administrative Simplification provisions of HIPAA. See the definition of "contrary" at 45 C.F.R. 160.202.

For example, a State law that prohibits the disclosure of protected health information to an individual who is the subject of the information may be contrary to the Privacy Rule, which requires the disclosure of protected health information to an individual in certain circumstances. With certain exceptions, the Privacy Rule preempts "contrary" State laws. See 45 C.F.R. Part 160, Subpart B.
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**Question:** How do I know if a State law is "more stringent" than the HIPAA Privacy Rule?


**Answer:** In general, a State law is "more stringent" than the HIPAA Privacy Rule if it relates to the privacy of individually identifiable health information and provides greater privacy protections for individuals' identifiable health information, or greater rights to individuals with respect to that information, than the Privacy Rule does. See the definition of "more stringent" at 45 C.F.R. 160.202 for the specific criteria. For example, a State law that provides individuals with a right to inspect and obtain a copy of their medical records in a more timely manner than the Privacy Rule is "more stringent" than the Privacy Rule.

In the unusual case where a more stringent provision of State law is contrary to a provision of the Privacy Rule, the Privacy Rule provides an exception to preemption for the more stringent provision of State law, and the State law prevails. Where the more stringent State law and Privacy Rule are not contrary, covered entities must comply with both laws. See 45 C.F.R. Part 160, Subpart B, for specific requirements related to preemption of State law.

Date Created: 03/12/2003

Last Updated: 12/11/2006
HIPAA Preemption Flowchart

1. **Is the provision within the scope of the project?**
   - Yes
   - No

2. **Does the provision relate to the privacy of health information (or any other topic discussed in the privacy rule)?**
   - Yes
   - No

3. **Analysis complete, do not include anywhere in chart.**
   - Yes
   - No

4. **This provision is wholly preempted. (less stringent). Contrary and less stringent; Preempted.**
   - Yes
   - No

5. **Is the provision of state law more “stringent” than the Privacy Rule?**
   - Yes
   - No

6. **State law controls over the Privacy Rule; include in analysis Contrary and More Stringent.**
   - Yes
   - No

---

**Questions and Decisions**

- **Is the provision of state law “contrary to” the Privacy Rule (i.e. is it impossible to comply with both the Privacy Rule and the provision of state law)?**
  - Yes
  - No

- **Is it merely a general provision providing for the confidentiality or privacy of information (e.g. physician must keep patient records confidential)?**
  - Yes
  - No

---

**Outcomes**

- **As a matter of law, provision is not preempted by the Rule. Therefore, CEs must comply with both state law and the Rule. Conduct a practical analysis comparing provision to the Privacy Rule. (SEE BELOW)**

- **Where no analogous provisions in the Rule, describe additional state law requirements. Not contrary/Not preempted, Both Apply; State law supplements Rule.**

- **Where analogous provisions in the Rule, determine which “controls” as a practical matter. Use the Rule’s definition of “more stringent” to guide analysis. Not contrary, Not preempted. Both apply, but, as a practical matter either state law or the Rule will control.**

---

**Legal Considerations**

- **Is the provision of state law more stringent than the Privacy Rule?**
  - Yes
  - No

- **State law controls over the Privacy Rule; include in analysis Contrary and More Stringent.**
  - Yes
  - No

---

**Not Contrary/Not Preempted**

**Not Contrary/Not Preempted, Both Apply; State law supplements Rule.**

---

**Not Contrary/Not Preempted, Both Apply; State law supplements Rule.**

---

**Not Contrary/Not Preempted, Both Apply; State law supplements Rule.**
HIPAA and Privacy Related Case Law in West Virginia

The following case summaries identify case law, decisions, or rulings related to HIPAA or privacy related legal issues. These summaries are intended as an educational guide and resource, and those using these summaries are encouraged to seek legal advice concerning how these cases may impact their own particular facts and circumstances. This case law summary will be regularly updated by the West Virginia State Privacy Office as it becomes aware of new cases. All attorneys who are involved in or become aware of HIPAA and privacy related cases are encouraged to provide a summary of such matters to Sallie H. Milam, Chief Privacy Officer for the West Virginia Executive Branch, West Virginia Health Care Authority at: SMilam@hcawv.org.


Synopsis:

State Farm requested plaintiffs’ medical records in a personal injury action. Plaintiffs’ insurance policy obligated them to provide the requested records but plaintiff (in her own capacity and as the administrator of her husband’s estate) refused to do so unless State Farm agreed to a protective order which prohibited State Farm from electronically scanning the records and required State Farm to destroy/return the records at the conclusion of the litigation.

The trial court (the Circuit Court of Harrison County) entered an order that directed plaintiff to disclose all relevant medical records. However, the order prohibited State Farm from scanning the records or storing them in any manner. The protective order also prohibited State Farm from disclosing any of the plaintiffs’ medical records, including records that State Farm already possessed prior to litigation, to any third parties. The order also obligated State Farm to destroy the medical records and any copies or summaries of the records, or to return said documents to plaintiff’s attorney at the close of litigation and to certify that the records had been returned or destroyed.

State Farm moved for a writ of prohibition from the Supreme Court of Appeals of West Virginia and argued that the West Virginia Insurance Commission regulations required insurers to maintain all claims documents, including medical records, for a period of approximately five years. State Farm argued that the protective order would require it to destroy part of its claims file before the retention period expired and therefore forced it to
choose between complying with the law, and disregarding the protective order, or complying with the protective order, and disregarding the law.

State Farm also argued that plaintiff had not shown good cause for those portions of the protective order that prevented it from scanning and electronically storing medical records. Plaintiff argued that the prohibition against electronic storage was necessary to prevent State Farm from disseminating the medical records to third parties, but provided no real basis for this belief. State Farm contended that a party seeking a protective order was required to support the request with a "particular and specific demonstration of fact," that plaintiff had failed to do so, and that, in any case, the Insurance Commissioner had sanctioned the use of electronic storage and had implemented regulations to protect the confidentiality of electronically-stored medical records.

Resolution:

The Supreme Court of Appeals granted State Farm’s motion for a writ of prohibition. In the decision, the court adopted each of State Farm’s arguments. First, the court determined that the protective order was erroneous as it required State Farm to destroy or return medical records before the expiration of the regulatory retention period established by the Insurance Commissioner. Because the regulation had the force of law, the court held that any protective order issued in contravention of the regulation could not stand.

Second, the court determined that the protective order provided no basis for the restrictions it placed upon the electronic scanning or storage of medical records. The Court held that plaintiff had not advanced any "particular and specific demonstration of fact" in support of the prohibition against electronic storage. Accordingly, the court found that the trial court’s restriction against electronic storage of the medical records constituted clear error.

2. **Angela Genzlinger v. John Doe, an unidentified male nurse and West Virginia University Hospitals East**, Berkeley County Circuit Court, Honorable John C. Yoder, Filed in November 2010.

Synopsis:

Plaintiff alleged she was sexually assaulted by a male nurse while a patient at City Hospital. Plaintiff alleged the Defendant negligently hired, retained, and/or supervised the male nurse. During discovery, Plaintiff asked for the following:

1) The identity of every person and/or corporate entity that has been provided with her records since October 1, 2010 to present; identity and description of each such
person and/or corporate entity who provided the records or access to the records, and any authorization upon which the hospital relief for disclosure; and

2) All contractual terms under which Kenneth Barton, Esq. and Steptoe & Johnson is providing legal counsel to the male nurse, including the date on which such terms were agreed on.

Defendant filed a Motion for Protective Order.

Resolution:

Protective Order granted. The Court held that HIPAA permits City Hospital to use or disclose its own medical records as part of its “healthcare operations.” City Hospital’s arranging for legal services for itself and its employees is included within HIPAA’s definition of “healthcare operations.” City Hospital is authorized by HIPAA to disclose its own medical records to counsel which City Hospital retains to defend it or its employees who perform covered functions on behalf of the hospital without a patient’s consent or authorization. Under the circumstances, City Hospital appropriately and in accordance with HIPAA provided counsel a copy of Plaintiff’s medical records which is the “minimum necessary” for intended purpose. City Hospital was not required to ensure the entry of a Protective Order before providing medical records to attorney, as his use and further disclosure of said records is governed by the BAA which provides sufficient protection of plaintiff’s privacy rights while providing reasonable access to the information necessary to defend the employee.


Synopsis:

Plaintiff was sent to Defendant for pre-employment physical for a job. He called in sick to his current employer, and then asked for an excuse from work slip from Defendant. Defendant supplied excuse. Plaintiff gave excuse to his supervisor the next day. His supervisor called Defendant and inquired if Plaintiff was ok to return to work. Defendant's employee responded, “Sure, he was just here for a pre-employment physical.” Current employer fired Plaintiff.

Resolution:

Jury Trial; Verdict for Plaintiff in the amount of $22,880.

**Synopsis:**

After the Court granted State Farm’s writ in State Farm I, plaintiff returned to the trial court with a revised protective order. This order permitted State Farm to retain the medical records for a sufficient period of time to permit compliance with the West Virginia insurance regulations, and did not prohibit State Farm from electronically storing the records. The revised protective order still restricted State Farm’s ability to disclose medical records (including records that it had obtained outside of litigation) to third parties without authorization, required records to be returned to plaintiff’s counsel or destroyed following the expiration of the regulatory period, and required State Farm’s counsel to certify that the records had been returned or destroyed. The trial court signed this protective order.

State Farm sought a writ of prohibition in the Supreme Court of Appeals of West Virginia, arguing that plaintiff had failed to show good cause for the protective order. State Farm argued that, because the protective order prohibited it from disclosing medical records that it already possessed, it was unconstitutional. State Farm also argued that compliance with the protective order would require it to disregard its regulatory obligations, noting that West Virginia law required insurers to report fraudulent activity (which necessarily required the maintenance of complete files for perpetuity). Without complete claims files, State Farm argued that it could not conduct the analysis necessary to identify fraud. State Farm also noted that, as an Illinois company, it was subject to Illinois law which required State Farm to maintain its claims files forever. Plaintiffs contended that State Farm failed to raise its compliance arguments before the trial court, and that such arguments were therefore not ripe for the appellate court to review.

State Farm also argued that the order would require destruction of business records that were necessary to defend future cases because the protective order required the return or destruction of any documents, notes, attorney-client correspondence, etc., that contained information referring to medical records. Plaintiff responded that the protective order was not seeking the return or destruction of every document making reference to the medical records, only that references to the medical records be removed or redacted.
Finally, State Farm argued that compliance with the protective order would be needlessly burdensome, and impossible, as it required State Farm’s counsel to certify the return or destruction of the records, despite the fact that counsel had no control over third parties.

Resolution:

Writ denied. In its decision, the court upheld the protective order and determined that plaintiff had demonstrated good cause for the protective order.

The court refused to consider State Farm’s argument that compliance with the protective order would require it to disregard its statutory obligations, holding that because State Farm had not raised this argument before the trial court the issue was not ripe for appellate review.

The court determined that the protective order did not require State Farm to destroy all of its business records but only to destroy or redact records containing references to medical records. The court found that this approach would preserve plaintiff’s privacy and enable State Farm to maintain the remainder of the records.

The court rejected State Farm's undue burden and impossibility arguments, noting that protective orders have become an accepted means of safeguarding privacy interests, and that certification clauses were an accepted practice in West Virginia and in other jurisdictions.

Significantly, the court altogether ignored State Farm's constitutional arguments.


Synopsis:

Plaintiff, who was seriously injured in an automobile accident, brought a personal injury action against the involved vehicles’ drivers, owner, and insurers. Plaintiff refused to surrender his medical records to the defendant insurers (State Farm and Nationwide) without a protective order, which State Farm and Nationwide refused to sign. Accordingly, there could be no adequate discovery or evaluation, no settlement, and no preparation for trial. Plaintiff moved for a discovery protective order with respect to his medical records.

While admitting that Plaintiff has a right to privacy with respect to his medical records, State Farm and Nationwide argued that the filing of Plaintiff's law suit and claims imposed limits on any privacy right he had in his medical records. The insurers further argued that, should they actually violate Plaintiff's privacy by disclosing his records, Plaintiff's right to redress in the courts would be adequate.
In addition to asserting his common law right of privacy, Plaintiff argued that HIPAA gives him a right to privacy in his non-public medical records against a first party liability insurer or a third party liability insurer.

Resolution:

The court reaffirmed that under West Virginia common law the Plaintiff has a right of privacy in his non-public medical records. Specifically, insurers are prohibited from disclosing non-public personal health information without authorization by the individual.

The court also noted that the insurers had failed to explain how Plaintiff would have knowledge of any authorized disclosure of his medical records. Accordingly, the court held that none of Plaintiff’s medical records would become public, unless Plaintiff consented to their dissemination or until the records are introduced at trial.

With regard to Plaintiff’s HIPAA argument, the court found that no language extends HIPAA or its regulations to liability insurers, such as State Farm and Nationwide.


Synopsis:

The Cabell County Circuit Court granted St. Mary’s Medical Center 12(b)(6) motion to dismiss based upon its conclusion that R.K.’s state-law claims were preempted by HIPAA. R.K, plaintiff below/petitioner, sought reversal of the circuit court order dismissing numerous state-law claims asserted against St. Mary’s Medical Center.

Resolution:

Supreme Court held that state common-law claims for the wrongful disclosure of medical or personal health information are not inconsistent with HIPAA. Rather, state-law claims compliment HIPAA by enhancing the penalties for its violation and thereby encouraging HIPAA compliance. Accordingly, the Court held that common-law tort claims based upon the wrongful disclosure of medical or personal health information are not preempted by the Health Insurance Portability and Accountability Act of 1996.

Synopsis:

The petitioners received a letter in February 2011 stating that some of their personal and medical information had accidentally been placed on the internet. The database contained names, contact details, Social Security numbers, dates of birth and basic respiratory care information for 3,655 patients. As a result, CAMC provided a year of credit monitoring at CAMC’s cost to all whose data was potentially exposed.

The petitioners and plaintiffs filed an action in the Circuit Court of Kanawha County individually and as a class for breach of duty of confidentiality, among other things. Further, the petitioners filed a motion for a class action for at least 3,655 affected patients. The circuit court issued an order denying class certification. The circuit court found that the petitioners lacked standing because they failed to show they have suffered a concrete and particularized injury that is not hypothetical or conjectural as the future possibility of identity theft was not an injury. The petitioners and plaintiffs appealed to the Supreme Court of Appeals.

Resolution:

The Supreme Court agreed with the Circuit Court that a future possibility of identity theft was not an injury but held that a breach of the patient’s legal interest in maintaining the confidentiality of their medical information constituted a concrete, particularized and actual injury sufficient to permit standing. It was not necessary for the plaintiffs to show they had suffered an injury or damage. Accordingly, the Supreme Court reversed the standing decision of the Circuit Court and remanded for further proceedings on the class action issue.


Synopsis:

Since 1990, the West Virginia Department of Health and Human Resources (DHHR) has contracted with Legal Aid of West Virginia (“Legal Aid”) to provide patient advocacy services within state psychiatric hospitals to protect the rights of institutionalized patients. In that role, Legal Aid assists with individual patient grievances, conducts fraud and abuse investigations, educates staff and patients about patient rights, and monitors psychiatric hospitals for the purpose of ensuring compliance with state regulations.

After a 2008 report documented conditions and patient treatment at two state hospitals, the Circuit Court of Kanawha County reopened litigation regarding the civil rights of state patients with mental disabilities. The parties subsequently entered into a court-approved agreement, which, in part, requires periodic review of the DHHR to ensure compliance.
with specific terms. In response to the periodic review requirement, the DHHR contracted with Legal Aid to produce reports for the judge regarding the hospitals’ compliance with state regulations addressing issues of patient care and advocacy. Specifically, the DHHR agreed that quarterly audits should be conducted by providing Legal Aid with complete access to at least two patients from each unit.

For years, the DHHR provided Legal Aid with full access to computerized patient records, as well as the patient wards and other areas of the hospitals. Then, in June 2014, the DHHR began requiring Legal Aid to obtain signed releases from each patient before obtaining any information from or about the patient. Under the new policy, a new release specifying the basis of inquiry was required each time Legal Aid sought to review a patient’s records. In addition to the new release requirement, Legal Aid was denied access to the hospitals’ network of patient records, which it needed to conduct its quarterly audits of the facilities.

In response to the policy change, Legal Aid filed a motion for emergency relief. Finding no violation of federal or state law, the Circuit Court of Kanawha County directed the DHHR to immediately restore Legal Aid to its previous level of access at the hospitals.

In challenging the circuit court’s ruling, the DHHR argued that the order violated both the patients’ constitutional right to privacy and HIPAA. Legal Aid insisted that the order should be affirmed due to the clear lack of constitutional or HIPAA violations.

Resolution:

Affirmed. In a decision grounded solely on state law, the Court of Appeals agreed with the circuit court’s decision to restore Legal Aid’s patient access to the level it experienced prior to the June 2014 policy change.

The Court rejected the DHHR’s argument that the access afforded to Legal Aid prior to the policy change violated patients’ constitutionally-based rights of privacy. Instead, the Court found that because the record failed to demonstrate any indiscriminate disclosure of confidential information by Legal Aid, no meritorious issue existed with regard to its dissemination of confidential health information.

Turning next to HIPAA considerations, the Court agreed with the DHHR’s argument that Legal Aid does not come within any exemptions provided under HIPAA that would eliminate its need to obtain patient consent before viewing medical records. Specifically, the Court disagreed with the circuit court’s determination that Legal Aid falls within the HIPAA definitions for a “business associate,” a “health oversight agency,” or “health care operations.” Rather, the Court held that no exemption of HIPAA entitled Legal Aid to records without patient consent.

Having determined that federal law does not provide the necessary authority for disclosure of patient records to Legal Aid without express written consent, the Court turned to state law (specifically, Title 64, Series 59 of the Code of State Regulations
governing “Behavioral Health Patient Rights” pursuant to W. Va. Code § 27-5-9) to determine whether it provided an independent basis to support the circuit court’s ruling. West Virginia law provides that while a patient may authorize the release of his or her medical records, those records may also be obtained by the “providers of health, social, or welfare services involved” in caring for a patient. State law further provides that “[n]o written consent is necessary for . . . advocates under contract with” the department serving the patient.

The Court held that the written agreement between the DHHR and Legal Aid specifying the legal obligations of the parties (including the manner of payment and the duties associated with the provision of patient advocacy services) constitutes a contract for purposes of permitting Legal Aid to access records without written consent of individuals hospitalized in state mental health facilities. The Court further held that the contract falls within the meaning of the state regulation permitting disclosure of patient records without written consent under contract. Accordingly, the Court affirmed the circuit court’s ruling that the DHHR’s revocation of Legal Aid’s access to patient records violates state law.

In addition, the Court found that the policy adopted by the DHHR is not preempted by HIPAA because the state’s laws are more stringent than those set forth in HIPAA, consistent with the findings of West Virginia’s HIPAA Preemption Analysis.

Finally, the Court affirmed the circuit court’s order restoring Legal Aid’s access to the hospitals’ patients without limitation, except when patients expressly request limitations on the disclosure of their identifiable health information. The Court identified a clear need for periodic review of patient records to identify systemic issues of noncompliance with state regulations and noted the court-approved agreement’s requirement for a report to the judge on such issues.

The DHHR submitted a Petition for Writ of Certiorari to the United States Supreme Court in March, 2016. The United States Supreme Court denied the Petition for Writ of Certiorari on October 11, 2016. (See Docket No. 15-1142)


Synopsis:

Plaintiff, a breast cancer survivor, brought an invasion of privacy action against a plastic surgeon after the surgeon’s office mistakenly sent photos of the plaintiff’s naked torso to the human resources department of her employer to obtain pre-authorization for insurance coverage for a proposed surgery to correct a breast implant. Plaintiff argued that by divulging her medical information to her employer, the defendant caused unreasonable publicity to be given to her private life.

The Circuit Court of Cabell County granted summary judgment in favor of the surgeon, finding that the only applicable cause of action for wrongful disclosure of healthcare
information under West Virginia law is one based on a breach of the duty of physician confidentiality, and thus, holding that Plaintiff’s invasion of privacy claim failed as a matter of law.

Two months before the circuit court issued its order granting summary judgment on the invasion of privacy claim, the Supreme Court of Appeals published its opinion in Tabata, which pertained to an invasion of privacy claim against a hospital. Although the circuit court did not discuss Tabata in its order, the parties argued its applicability on appeal.

Resolution:

Affirmed. Distinguishing the plaintiff’s case from Tabata, the Supreme Court of Appeals held that the surgeon’s office did not invade the plaintiff’s privacy.

The Court rejected the plaintiff’s argument that the disclosure of the photos to her employer constituted “unreasonable publicity,” noting that publicity, in the context of privacy, requires that disclosure be widespread and not limited to a single person or small group. In Tabata, the plaintiffs’ names, medical information, contact details, Social Security numbers and dates of birth were published on the Internet for six months, which made the information accessible to anyone using an Internet search. By contrast, here, only Plaintiff’s limited medical information (i.e., picture of her naked torso) was disclosed to only two people at her work. The Court found it significant that, unlike in Tabata, the plaintiff’s medical information was not disclosed to the public at-large.

Accordingly, the Court affirmed the circuit court’s finding that Plaintiff did not have a viable claim for invasion of privacy.